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Overview 

Login Screen 

eCORPS can be accessed at https://phsleave.lyceum.com. Before logging into eCORPS, you must 
read and accept the Rules of Behavior.:

 

 
 
After clicking accept you will arrive at the following screen requesting your login credentials. 
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https://phsleave.lyceum.com/


 

Username: For officers, usernames are posted on the Officer Secure Area (OSA) dashboard on the 
Commissioned Corps Management Information System (CCMIS) website. Commissioned Corps Agency 
Liaisons and civilian users should receive usernames by email.   For more information on obtaining your 
eCORPS username and who to contact if you have trouble accessing eCORPS for the first time, visit the 
CCMIS the eCORPS website at https://dcp.ps c.gov/ccmis/eCORPS_m.aspx . 
 
Client ID: You will not have to enter your client ID every time.  The Client ID for the Commissioned Corps 
of the U.S. Public Health Service (Corps) is 1003. 
 
Password: If you have never logged-in to eCORPS, select the “I forgot my password, or first time user” 
link. If the information you provide on the next screen matches what is in eCORPS you will be able to 
reset your password.  
 
Later, If you forget your password, select “I forgot my password or first time user” again to reset your 
password. For security reasons, passwords must be updated every 90 days. 
 
Forgot Password | First Time User: This link is for first time users to acquire a password, or for users 
who forgot their passwords and need to create a new one. 
 

First Time User | I Forgot My Password  
 
If  you are a First Time user or you forgot your password* eCORPS provides a secure means to 
reset your password. To utilize this feature, first click on the following link. 
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Clicking “I forgot my password or first-time user” will change the login screen to the image 
below. The information requested must be entered correctly to proceed with obtaining or 
recovering a password. 
 

 
 

1. Username 
Officer Usernames are available on the Officer Secure Area (OSA) dashboard.  Civilian 
employees and Commissioned Corps Agency Liaisons should check the eCORPS website 
for updates on obtaining usernames at:https://dcp.psc.gov/ccmis/eCORPS_m.aspx . 

2. ClientID 
The Commissioned Corps of the U.S. Public Health Service clientID is 1003. 

3. Email Address 

The email address on record for officers should be the email displayed on the Officer 
Secure Area (OSA) dashboard. Civilian employees should check the eCORPS website for 
information on confirming the email address on record at: 
https://dcp.psc.gov/ccmis/eCORPS_m.aspx 

4. Security Words 
This mechanism is aimed at preventing automated attempts to login from unauthorized 
parties. Simply type in the words displayed in an image. If the image is difficult to read, 
click on “Try another” image to change the image, and try again. 

 * Liaison may also reset officer user passwords for their respective agencies. Administrators may reset the 
passwords for Liaison and for each other. 
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After entering the previous information correctly. You will be prompted to enter the zip code of 
your registered address: 

 

If the information is incorrect, the process will need to be restarted and the correct Home 
Address zip code must be entered. If unsure, contact the Commissioned Corps Helpdesk at: 
CCHelpDesk@hhs.gov to verify this information.  

If successful, click next and you will receive confirmation that a temporary password was sent 
to the primary email on record: 

 

Click continue again to complete the recovery process, and check your email inbox.
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With the temporary password from the received email in hand, return to the login screen, and enter the 
username along with the temporary password provided by the email: 

 
 

 
User will be prompted to come up with a new password to replace the temporary password that was 
sent by email. 

 
 

If the new password conforms with the minimum requirements, access to the system is granted. If the                 
password doesn’t conform with the requirements, an error message will display with information             
about the problem and a prompt to  try again. 
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